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Abstract: A Web service is a collection of associated non-static application strategies that can be gain access  

programmatically over the Internet. Continuously various amount of data is updated and downloaded over an 

internet. However, the Centralized and distributed nature of the partner services in service discovery present unique 

challenges to the reliability the composite services on real time application. Businesses can dynamically web services 

to perform complex functionality with minimal programming effort. Web service permit buyers and sellers everywhere 

throughout the world to discover one another, associate alertly, and execute transactions progressively with negligible 

human collaboration with framework. Web services are self-contained, self-describing modular Client – Server 

applications that can be distributed, found, and invoked across Web. In this condition to generate the method, which 

can give, secure and optimized result with QoS over dynamic nature of an application. In this paper, we review the 

various proposed technique to implement cost effective reliable system. 

 

Index Terms: Web-services discovery, web services, QoS, Application Program, centralized and Dynamic Service 

Discovery. 

 

I.         INTRODUCTION 

Now a day, Service discovery [1,2] requires a need of a language palindrome to allow software agents to make use of one 

another's new services without the need for dynamically/sequential user intervention. Service discovery has been 

valuable as an important activity for service-based activity systems. The service discovery mechanism should provide a 

number of functionality, recognizable at both development phase and execution phase. In service based application, 

traditional services can be replaced by identifying appropriate services is an significant activity. For the fulfillment of 

structural, quality, functional and related properties of services that can be arranged as a part of service based application.  

Due to some condition, during service based application execution phase, the requirement of identification of services 

may arise for various cases such as (a) unavailability or malfunctioning of services participating at the run time of an 

application, (b) changing in functioning , quality of services [3] or types of services participating in the run time 

application programs (c) deviations in situation of an application that practices a running service for discovery, or (d) 

merging of new services that can fully supported for existing system role of run time application in a superior way, i.e., 

in a better way than the current service in an run time application[1].  

Service discovery addresses the general problem in which some elements in a service-based activity systems, the clients, 

need to know the services offered by other elements in the network, the servers. The services are change randomly it can 

directly affect on application and their service at run time. There are some technique are consider, i.e. Static Service 

Discovery and Dynamic Service Discovery [2].  

 

Static Service Discovery 

The service implementation details bound at design time and service retrieval performed on a service 

registry[10,11]. A human designer examines the results of the retrieval operation usually and the service description 

returned by the retrieval operation incorporated into the application logic. 

 

Dynamic Service Discovery 

The service implementation details left unbound at design time so that they can be determined at run time. The 

service is requested user have to specify specific preferences to able the application to reason which service(s) the 

requester is most likely to want to invoke at run time. Depend on type of different logic used in application service 

quality may be considerations such as cost factor, performance, security certificates, and so on, the application chooses 

the most suitable service, binds to it, and invokes it[9]. 

The above circumstances offer enhancement to an essential examination challenge i.e. instructions to help 

service based applications when the services that they utilize vanish or quit working obviously and in addition in the 

vicinity of continuously changing settings of both the applications and their web services at runtime pull and push modes 

of query execution are performed in order to identify candidate services to replace services participating in a service-

based application.  

The pull mode [1, 2, 5] is not more compelling query execution process, disclosure methodology activated just 

after the requirement for another service emerges and it may take extensive time to finish, influencing the execution of 

the run application its capability to create satisfactory “real-time application” response to the client. Pull mode is 
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performed via looking service registries when an service based application is created, with a specific end goal to aid with 

the recognizable proof of services that are at first bound to the application as well as during execution time of an 

application in order to support cases (a) to (d) above and in this query execution would need to be improved with 

methodology for polling regularly service and assist with the identification of candidate replacement services for the 

bound services. 

Pull mode is performed through looking service registries when an service based application is created, with a 

specific end goal to aid with the recognizable proof of services that are at first bound to the application,, to help cases (a) 

to (d) above, grounded on promised services and queries and latest sets of candidate replacement services. These queries 

are associated services in an application at the run time and propose to sustain up-to-date sets of client service 

replacement for these services. There are two types of approach we have to consider i.e. distributed approach or 

following a centralized approach. The distributed approach no additional device needed and the discovery of services can 

do in two ways: 

In push and pull modes, query execution is based on matching technique and the computation of distances 

between query as well as service specifications. (i) Push mode, in which servers send unsolicited advertisements, and 

clients listen to these advertisements selecting the web services [13] they are interested in an application; (ii) pull mode, 

in which clients request for a service when they need it, and servers that offer the service answer the request. In the 

centralized approach, a new element, the directory, is introduced (be it a single physical host or a hierarchy of hosts). 

Servers register their services in the directory and clients send their requests to the directory. Now a day, it is necessary to 

develop new approach to enhance to service discovery and improve the performance at run time. Furthermore, in this 

survey paper we have to finds out various technique are propose and new frame work to enhance to the service discovery. 

The remainder of this paper structured as follows, Section 2. Describe the literature survey of existing system 

Section 3 Limitation of existing system. Section 4 presents the service discovery process supported by the framework. 

Finally, Section 5 presents conclusions and plans for future work. 

  

II.      LITERATURE SURVEY ON DYNAMIC SERVICES DISCOVERY 

In this section, we present literature for runtime dynamic service discovery as follows, Bernstein, Abraham, and Mark 

Klein, described [15] scheme for new service retrieval approach based on the sophisticated use of process. This approach 

offers qualitatively higher retrieval precision than existing (keyword and table based) approaches without sacrificing 

recall and computational ractability / scalability. High retrieval services precision is widely recognized for important uses 

that range from finding useful software components or applications programs. Process-based queries will produce 

retrieval precision qualitatively more than existing service retrieval approaches scheme, while retaining complexity for 

query enhancement and large space is require to store the data is generating at the time of service discovery. 

Toma, Brahmananda Sapkota, James Scicluna, Juan Miguel Gomez, Dumitru Roman, and Dieter Fensel 

addressed [16] the discovery problem for a specific Semantic Web service execution environment, namely Web Service 

Modeling Execution Environment (WSMX). More precisely, they proposed a P2P Discovery mechanism for Semantic 

Web services [8] descriptions that registered with Web Service Modeling Execution Environment. The use of shared 

space makes this architecture reliable, fault tolerant, scalable as each node in the Internet [7] can be imagined hosting a 

shared space. Propose technique the space is centralized to hold the search query it is difficult when the search traffic is 

more to enhance the result it is necessary to provide the virtual space. The service discovery content is easily encryption 

is not provided by the propose model. 

Eyhab Al-Masri and Qusay H. Mahmoud proposed[17] a solution by introducing the Web Service Relevancy 

Function (WsRF) used for measuring the relevancy ranking of a particular Web service based on QoS metrics and client 

preferences for the purpose of finding the best available Web service discovery process based on a set of given client 

QoS preferences service during Web services discovery process based on a set of given client QoS preferences or QoS 

search criteria. QoS parameters from accessible Web services were measured using WS-QoSMan and were used as 

search constraints in order to retrieve Web services with an accurate relevancy ranking. Propose technique is to provide 

client’s ability to control the discovery process across accessible service registries for finding services of interest as per 

metadata on web services but author not support to propose the security as well as encryption technique to secure the 

search result. 

Farnoush Banaei-Kashani, Ching-Chien Chen, and Cyrus Shahabi [18]proposed peer-to-peer architecture of the 

semantic-enabled WSPDS proposed technique improves scalability of Gnutella's flooding-based dissemination 

mechanism by up to 99%, effectively eliminating the major drawback of this Gnutella-like peer-to-peer discovery 

system. A fully decentralized and interoperable discovery service with semantic-level matching capability, in this paper 

users' requests with globally shared concepts explained it can transport to all node for search discovery and generate 

multiple result at the time of discovery and no security is consider as well as the virtual space concept.      

I. Toma, B. Sapkota, J. Secuila, J. M. Gomez, D. Roman, and C. Bussler[19] attempted to bring web service 

discovery mechanism on top of Peer -to-Peer network thereby reducing  human intervention which is concerned with 

resource linking  but nothing has been mentioned about the applications that process these resources and proposed 

keyword based discovery mechanism is used for the local discovery. 

Fatih Emekci, Ozgur D. Sahin, Divyakant Agrawal, Amr El Abbadi  [23]proposed a structured peer-to-peer 

framework for web service discovery in which web services are located based on both service functionality and process 

behavior. In addition, they integrate a scalable reputation model in this distributed peer-to-peer framework to rank web 

services based on both trust and service quality. Web services can join and leave the system dynamically. Returned 

services are ranked based on the trust and quality ratings of the services using reputation model. 
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Jacek Kopecky intended[20] to research an approach to Semantic Web Service discovery that divide the desire 

task of finding the most specific offer from available web services into static discovery services and then dynamic offer 

discovery. Initially it will find all available web services fulfilling the user’s goal, by interacting with discovered 

services, find offers relevant for the goal, filter out the offers, which do not meet the user constraints, rank the offers 

according to user’s preferences and choose one to b e invoked and then use the selected service. 

Jorge Cardoso and Amit Sheth presented[21]a set of algorithms for web service discovery based on three dimensions: 

syntax, operational metrics, and semantics. In this approach, Web service discovery is not only based on functional 

requirements, but also on operational metrics. Operational metrics of web services described by QoS model representing 

quantitative and qualitative characteristics of an e – workflow application necessary to achieve initial requirements. An 

approach based on the use of ontologies to describe workflow tasks and Web service interfaces to facilitate the discovery 

and posteriori integration of Web service into workflows  

K. Verma, K. Sivashanmugam, A. Sheth, A. Patil, S. Oundhakar and J. Miller [22] presented ETEOR - S Web 

Services Discovery Infrastructure (MWSDI), a scalable infrastructure for semantic periodical and web service discovery 

as well as creating an arrangement of archives for semantic periodical and web service discovery. 

Paulo Sousa Alysson Neves Bessani Miguel Correia[2], describe approach that combines proactive recovery scheme 

with services that allow correct replica to react , recover suspect to be compromised and despite recoveries, it guarantees 

the availability of the minimum amount of system replicas necessary to sustain system’s correct operation at run time. 

 

III.          SCOPE OF RESEARCH 

From above discussion of literature, there is scope of research to implement best model   for service discovery in 

dynamic nature with virtual space and design an optimized XML query[12] to make model perfect. Numerous challenges 

regarding trust , performance, privacy which are arised due to ubiquitous computing or semantic web based scenarios 

which consists dynamic and self-organizing systems regarding (a) dynamic service discovery based on both pull and 

push mode of query execution; (b) the use of a pro-active push mode of discovery process in which services are 

identified in parallel to the execution of an application; and (c) the use of an XML-based query language for expressing 

complex service discovery queries representing structural, behavioral, quality, and contextual conditions, (d) a new 

behavioral matching process that considers behavioral constraints described as temporal logic expressions. 

 

IV.        SERVICE DISCOVERY SECURITY REQUIREMENT 

The service requester has play important role at the time of service provider, at this time some issue is import to discuss. 

 

1)Service authentication and Client:The aim of service detection is to correspond with earlier unidentified customer 

that give particular activities as per necessities. detection services hence need that the initial communication (ex: hello 

message) delivered be in unambiguous, also significance that the body of the communication can be accessed.  Without 

validate customers and servers nodes; service detection makes the implementation of attacks possible, a malicious entity 

being able to wrongly answer of current detection communication. The latest registry depends on detection provisions 

clearly build it much easier than infrastructure-less ones to execute safe detections, since the registry is the merely part 

which the customer desires to recognize and which the customer should be recognized to, yet at the charge of extra 

infrastructure deployment necessities.  

 

2) Privacy: : Service detection started getting significant risk than the other customer does since it does not manage 

which entities will get on demand neither the detection communication, nor the possible utilization of the data entrenched 

in his demanded communication. The data revealed by customer side needs is likely to reveal a subset of the purpose of 

the service originator of a similar architecture. An unusual attacker to collect profiles of recent or all users of the service 

detection system depends on the data transmitted by detection communication and giving some extra details (host name, 

Certificate, Credentials …). The alliance of such information with detection interrelated data is mainly worrying from a 

privacy protection viewpoint. 

 

3) Access Control: Authentication of customer/service is difficult in initial detection phase, established service oriented 

architectures do not support access control through detection. Service supplier advertises services completely to 

authorized customer. Still, narration of a service to any demand user potentially raises the risk that a malicious customer. 

 

4) Availability: In general, an attack to the accessibility of resources preventing the valid access to a system resource or 

delaying system activities i.e. Denial of Service (DoS). Service detection narration through detection enables attackers to 

exploit vulnerabilities by making in particular latest created communication for the server. 

 

V.          CONCLUSION 

This paper has aimed to give an overview of recent progress in automatic service discovery, at first we explain service 

discovery and find out various circumstance. We have introduced the static, dynamic and discussed how they are 

different and depending on the application, which one may perform better than the other as well as find out various 

literature proposed on same technique and last on the limitation of already proposed technique related to privacy and trust 

explain security requirement to improve the performance of service discovery at centralized environment. 
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