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Abstract— In the present days of global economic meltdown the Government of the developing countries like INDIA are facing severe challenge in maintaining an efficient administration in its core and allied sectors within an affordable budget. The application of advanced Information and Communication Technology (ICT) will help to implement the Electronic Governance which will replace its conventional form to deliver services to the populace at reduced rate. To do so, the Citizen must possess a multivariate electronic instrument which will uniquely identify the Citizen in all respect and help to communicate with the Government. Though our Government have launched several identity instruments which claims to uniquely identify the Citizen w.r.t that respective nomenclature only, non so ever have the provision to become a complete E-Governance instrument, not even the latest Aadhaar Card. The authors have already proposed a Citizen centric multivariate smart card based secured E-Governance mechanism which will perform all the governmental transactions, including the financial ones also. The authors have entrusted the security system of the proposed model using object oriented modeling of RSA Digital Signature Algorithm, Elliptic Curve Digital Signature Algorithm (ECDSA) over G2C and C2G models of E-Governance respectively. The Software metrics have also been used to analyze the efficiency factor of the proposed model. Moreover, the authors have done the data modeling of the proposed mechanism using Entity Relationship Diagram (ERD). In this article, the authors intend to study the task accomplished yet, so that, this model can be implemented in the real-world scenario, which is actually beyond the scope of an individual.
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I. INTRODUCTION

In the present days of global economic meltdown the Government of the developing countries like INDIA are facing severe challenge in maintaining an efficient administration in its core and allied sectors like business, education, health, etc, throughout its jurisdiction within an affordable budget. This task becomes more difficult if the Indian Rupee (INR) regularly faces new highest of inflation due to recession. However, nobody will disagree that, to defend this recession, the Government must use its resources in a very skilful manner, so that existing budget expenses get reduced, thereby maintaining its efficiency level. The application of advanced Information and Communication Technology (ICT) will help to implement a Citizen centric Electronic Governance mechanism which will operate on behalf of the conventional form of Governance and will deliver services to the doorstep of the populace at reduced rate. To do so, the Citizen must possess a multivariate electronic instrument which will uniquely identify the Citizen in all respect and help to communicate with the Government. Though our Government have launched several identity instruments which claims to uniquely identify the Citizen w.r.t that respective nomenclature only, non so ever have the provision to become a complete E-Governance instrument, not even the latest Aadhaar Card. Focusing on this topic, the authors have already proposed a Citizen centric multivariate smart card based secured E-Governance mechanism which will be capable enough to perform all the governmental transactions, including the financial ones also.

The origin of the research work is mentioned in Section - II. The proposed E-Governance model is discussed in Section - III. Section - IV studies the user authentication technique using the Object oriented modeling of RSA and ECDSA digital signatures along with brief idea of data modeling for the proposed mechanism. Section - V draws conclusion obtained from the entire discussion. References are listed at the last part of this article.

II. ORIGIN OF RESEARCH WORK.

An efficient E-Governance mechanism must understand the requirements of the Citizen as they will be the ultimate end-users. In INDIA, the populace is severely suffering due to the menace of hybrid governance, which mostly comprises of conventional pattern incorporated with electronic pattern in a very unplanned manner. The situation have become so much critical that the Citizen are forced to carry multiple identity instrument to justify their identity during various electronic transactions, which mostly comprises of common parameters of an individual. For better understanding of the problem we may take example of Ration Card, Voter Card, Permanent Account Number (PAN) card, Aadhaar Card, etc...
which displays almost the same information of an individual with addition of biometric parameter only in the case of Aadhaar Card. It becomes more confusing when it reveals that, though Aadhaar Card comprises of biometric parameter of an individual, yet it is incapable of performing all E-Governance transactions, as it does not contain any provision for electronic financial transactions. That means if Aadhaar Card is only meant to provide a valid identity to the Citizen, then we are already having our Voter Card, PAN Card for the same purpose. Furthermore to digitize the conventional ration system, Government is also launching the Digital Ration Cards for the Citizen, even after spending crores of money for implementation of Aadhaar Card. Though Government is spending crores of money to provide valid identity to the Citizen through the launch of several identity instruments, yet it failed to identify an individual as a whole with a single identification number irrespective of its nomenclature. As a result an individual is having unique identification number with reference to that particular nomenclature only. Each time Government is launching a new identity system, it is only adding to the existing count, with non so ever having the provision for electronic mode of financial transactions. On the other hand the Citizen are also forced to carry several smart cards like Debit Cards, Credit Cards, issued by the banks to its customers for performing financial transactions. To sum up, in this present situation Citizen have to carry all the identity instruments and the smart cards provided by Government, several banking houses, and other co-related sectors. Hence, the attackers have an appropriate platform to materialize their ill-intentions as a Citizen can be addressed by multiple identification numbers and smart cards for various governmental transactions.

III. PROPOSED E-GOVERNANCE MODEL.

With the objective to provide smart, secured and an efficient Governance, we have proposed a Citizen centric multivariate smart card based Electronic Governance mechanism. In this model, the proposed electronic instrument named Multipurpose Electronic Card (MEC) will act as the ultimate interface between the Government and the Citizen. The conceptual diagram of the proposed E-Governance model during C2G type of transactions is shown in Fig - 1, where the Citizen performs E-Governance transactions using Multipurpose Electronic Card (MEC).

![Conceptual Diagram of the proposed E-Governance models.](image1)

![3-tier architecture of the proposed E-Governance model.](image2)
Fig. 3 Class Government and MEC for OOM of RSA Digital Signature.

The 3-tier architecture of the proposed model during C2G type of transactions is as follows -
1. The Citizen intend to communicate with the Government using Multipurpose Electronic Card (MEC).
2. Multipurpose Electronic Card (MEC) will further interact with the E-Governance mechanism through internet.
3. The Electronic mechanism contain the following components for handling the sensitive data in a secured manner.
   3.1 Firewall - Firewall will prevent the entry of spam ware, malware and other malicious elements within the mechanism. This will act as the strong checkpoint to perform the further database management securely.
   3.2 Web server - After the data passes through the firewall, it enters the Web Server of the electronic mechanism. The alteration of the information performed during governmental transactions are reflected here. The application of various web based technologies will prove to be beneficial in this phase.
   3.3 Application server - In this phase the data performs the necessary interaction with the Application Server of the system.
   3.4 Database - The resultant data set of the final E-Governance transaction are stored in the database for future use.
   Since this proposed electronic instrument will act as the ultimate interface between the Government and the Citizen during E-Governance transactions, it is clear that huge load will be mounted over the database. We have shown it using a single database structure just to get a simple view of the complex structure. However in practical scenario the application of distributed database management system will help to avoid the database server failures.
4. The Service System of the proposed E-Governance mechanism comprises of the Firewall, Web Server and the Application Server.
5. The Server side comprises of the Web Server, Application Server and the Database storage.
6. The entire data transmission through this mechanism will proceed in bi-directional manner which includes request from the Citizen and its corresponding reply from the Government.

To establish our proposed E-Governance model, the task accomplished so far may be listed as below -
1. We have studied the state of E-Governance [1, 2, 4, 5, 6, 8, 10, 11, 12, 13, 14, 15] in Indian scenario, to understand the real scenario.
2. Performed extensive literature survey on the security features of E-Governance which becomes the main factor for launching of effective E-Governance model.
3. Discussed the risk factors and their probable remedies in E-Governance to analyse the pit falls of the E-Governance transactions.
4. Performed extensive literature survey on Digital Signatures [7] and its applications to find its application in our proposed E-Governance model.
5. Implemented data security and privacy using object oriented modeling of International Data Encryption Algorithm (IDEA) in G2C model of proposed E-Governance mechanism.
6. Performed Object Oriented Modeling (OOM) of RSA digital signature in G2C model of proposed E-Governance mechanism.
8. Object Oriented Modeling (OOM) of ECDSA in C2G model of proposed E-Governance mechanism.
9. Performed analysis of our proposed mechanism using software metrics.
10. Performed extensive literature survey for application of biometric [3,9] techniques for authentication of users in electronic mechanism to find its suitability in our proposed model.

Furthermore, the implementation of security parameters over our proposed Citizen centric smart card based E-Governance model, which are mentioned above, are discussed below in a brief manner. As we have already done extensive literature review over various aspects of cryptographic security protocols, henceforth we will concentrate over the study of our implementations only.

IV. AUTHENTICATION OF USER IN PROPOSED E-GOVERNANCE MECHANISM.

Fig - 2 also indicates that for successful execution of the proposed smart card based E-Governance mechanism, the identity of the user must be verified carefully so that the intruder is not allowed to enter the E-Governance mechanism and fulfill its ill-intentions thereafter. We have already implemented the user authentication technique over our proposed E-Governance mechanism using complex cryptographic algorithms like RSA and Elliptic Curve Digital Signature Algorithm (ECDSA) blended with the Object Oriented Software Engineering (OOSE) approach, which are briefly mentioned below.

A. OBJECT ORIENTED MODELING OF RSA DIGITAL SIGNATURE.

We have implemented the user authentication technique in our proposed E-Governance mechanism using Object Oriented Modeling of RSA digital signature over G2C type of transactions. The classes used during this implementation are shown in Fig - 3, which explains the static structure of class Government and class MEC, whereas Fig - 4 shows the static structure of class Citizen and class Authentication. In our application, encryption of information is done based on the call of the Government, whereas the decryption of information is done based on the call of the Citizen. For better understanding of these message passing and their corresponding replies, the Inheritance Diagram of Object Oriented Modeling (OOM) of RSA Digital Signature is shown in Fig - 5, which states that Government initiates the transactions and subsequent encryption of messages, whereas the Citizen responds for subsequent decryption of the encrypted messages.

Fig. 4 Class Citizen and Authentication for OOM of RSA Digital Signature.
Fig. 5 Inheritance Diagram for OOM of RSA.
B. OBJECT ORIENTED MODELING OF ECDSA.

We have also implemented the user authentication technique in our proposed E-Governance using Object Oriented Modeling (OOM) of Elliptic Curve Digital Signature Algorithm (ECDSA) over C2G type of transactions. The classes Citizen and Government used during the said implementation are shown in Fig - 6, whereas the schematic diagram of this application is shown in Fig – 7.
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Fig. 6 Class Government and Citizen for OOM of ECDSA.

![Diagram](image_url)

Fig. 7 Schematic Diagram for OOM of ECDSA.
In our application two classes Citizen and Government passes input to the publicly available algorithms for hashing, signing and verifying the signature through a executable file named as ECDSACORE. Hashing of the message is done using MD5 algorithm. ECDSACORE file implements the respective algorithm based on the inputs received from the class CITIZEN and GOVERNMENT and generates the corresponding output. Hence, ECDSACORE can be considered as an open source platform. It is the inputs send to this executable file, which matters for the successful implementation of the proposed multifaceted smart card based E-Governance model. In our application Citizen initiates the encryption of information and Government performs the decryption of information.

C. DATA MODELING.

As this electronic instrument will act as the ultimate interface between the Government and the Citizen, it is expected to handle huge data load. For secure handling of these classified information, in Fig - 8 we have shown the data modeling using Entity Relationship Diagram (ERD) during implementation of user authentication by Object Oriented Modeling (OOM) of RSA Digital Signature Algorithm over G2C type of E-Governance. The attributes of the Government and the Citizen displayed in this Entity Relationship Diagram (ERD), are already shown through Fig - 3 and Fig - 4 of this article. Thus, the Entity Relationship Diagram (ERD) may be further described as below -

1. INPUT DATA - Citizen provides the essential information to the Government through Multipurpose Electronic Card (MEC).
2. USER AUTHENTICATION - Citizen authenticates its identity for access of benefits granted by the Government. The entire transaction is done with the help of Multipurpose Electronic Card (MEC).
3. STORE SERVICE - Government stores the services provided to the Citizen in a E-Service server.
4. BENEFITS - E-Service server allows the access of the services to the Citizen after proper authentication.

Though we have tried to demonstrate the relations between the entities in a simpler fashion, in practical scenario the situation will certainly change as distributed database management needs to be incorporated for successful management of huge databases.

V. CONCLUSION.

We have implemented the user authentication in our proposed E-Governance mechanism using Object Oriented Modeling (OOM) of RSA and ECDSA digital signature algorithm. We have also briefly discussed the data modeling in our model through Entity Relationship Diagram (ERD) during object oriented implementation of RSA digital signature algorithm for authentication of the user. Even we have performed the analysis of our proposed E-Governance mechanism using various software metrics. However, as the entire application is till date in conceptual level only, we expect further enhancements during its practical implementation, which can be considered as the future scope of this research work.
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