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Abstract— Many security protocols have been developed to provide privacy in sensor networks. Security risk in sensor networks is one of the significant issues to be dealt with. The existing techniques guard the data only against the local eavesdropper who is having limited knowledge of the network topology. A stronger adversary such as global eavesdropper can still analyze the pattern of traffic and launch advanced attacks such as flow tracing and traffic analysis. Due to these advanced attacks the privacy of the users is compromised. This paper proposes a new network coding mechanism to protect the privacy in sensor network against the global eavesdropper. We use the source imitation approach to calculate the candidate traces which can transmit data at the same time and same rate. The proposed scheme also uses the optimal path among the candidate traces for the faster transfer of data. Through the simulation and analysis, we exhibit that the proposed scheme is both energy efficient and successful in providing privacy in sensor networks.
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1. Introduction

Wireless sensor networks (WSNs) have been widely employed in many diverse applications because of their ease of installation, cost efficient and portability. A wireless sensor network mainly consists of one or more sensing devices such as acoustic microphones video or still cameras, seismic or magnetic sensors. Each sensor node communicates wirelessly with a few other local nodes within its radio communication range. Even though wireless sensor networks are having these advantages, there are many drawbacks associated with them such as, weak system reliability, shorter coverage range and the most critical drawback is its privacy and security issues. One of the ways to increase the reliability and range of the WSNs is to employ multi-hop routing. The concept of multi-hop routing is to forward a packet to the destination using different path in case of the node failure. But, the critical issue still remains of providing security and privacy in WSNs. Therefore, preserving the privacy of the location of the source node remains critical. Wireless sensor networks are used in many areas such as military supervision where possibility of the eavesdropping the traffic is high to get hold of sensitive information. Exploitation of such information can cause economic losses or cause danger to human lives. To protect such information, researchers are finding out new ways to provide standard security services such as, availability, integrity, confidentiality and authentication. The exchange of information between sensors can disclose sensitive information which can reveal the location information of the critical modules present in the network.

In figure 1(A) shows the WSNs deployed in the military surveillance area, where a soldier 1 is sending confidential information to the soldier 2 i.e. sink via many intermediate nodes. A spy who is present on the same network tries to intercept the information by compromising one of the intermediate nodes. The nodes may reveal sensitive information to the adversary such location of the source or positions of the armed forces in the vicinity.
In figure 1(B) the sensor networks are deployed to monitor the endangered animals in a forest. An event is triggered whenever an animal is spotted in the monitored area. The hunter tries to gather this information and may capture or kill the endangered animal [1]. The above scenario depicts the vulnerability of WSNs is more because of its open wireless medium to transmit the information from source to destination. It is very challenging to effectively put a stop to these kinds of traffic analysis attacks and provide location privacy in WSNs. Existing schemes such as proxy-based schemes [2], onion routing schemes [3] and Chaum’s mix-based schemes [4], may moreover require a series of trusted proxies which can forward the data resulting in the degradation of the performance. These schemes are only capable of dealing with only local eavesdropper and to the limited section of the network. The deployment of network coding in wireless sensor networks can result in the high performance gain and also offer sufficient way to stop traffic analysis and flow tracing attacks. Similar to Chaum’s mix-based schemes [4],[5], network coding provides built-in coding/mixing mechanism, which implies that privacy preservation is achieved in distributed manner. There is unlinkability between the both incoming and outgoing packets, which is a very important property for averting the traffic analysis attacks.

In this paper which is based on network coding, we use Homomorphic Encryption (HE) on the Encoding Vector to achieve the efficient privacy in WSNs. With the use of HEs the confidentiality of the Encoding Vector is effectively guaranteed making it almost complicated for an adversary to obtain the plaintext. Instead of Link-to-Link encryption, End-to-End encryption on Encoding Vector is employed to achieve even energy efficiency and avoiding intermediate coding/mixing operations. In this paper we focus on the secure communication methods that preserve the privacy against both global and local eavesdropper. The contributions in this paper are threefold.

- We point out that the assumption of a global eavesdropper who can visualize the entire network and can monitor the traffic traversing the network. We apply the network coding mechanism by tagging the packets with the Encoding Vector.
- We apply the source imitation approach to find out the number of candidate traces present in the network and evaluate the proposed techniques for location privacy in sensor networks.
- We compute the optimal path between the source and destination to maintain the energy reserve in the sensor networks.

II. Existing Approaches

Providing source privacy is one of the most difficult tasks in WSNs. To begin with, an attacker is present in the same wireless medium as that of the defender and with no trouble the attacker can analyze the traffic pattern and intercept the network traffic. He can use the analyzed information to launch active attacks such as node compromising, data modification or data injection. Subsequently, sensors that are deployed are having limited processing speed and energy supplies. The existing system uses the approach of network coding which is carried out in three steps i.e. source encoding, intermediate recoding and sink decoding[6]. In source encoding step the messages belonging to same generation are encoded with the tag and are transmitted to the next hop. Every intermediate sensor nodes that is present between the source and destination perform the process of intermediate recoding. After obtaining the required number of messages from the previous node, random combination of the messages is formed and then forwarded to the next node. This process is repeated until the messages reach the destination. After the messages arrive at the destination, the sink decoding mechanism inverses the received message and obtains the original message.
Figure 2 depicts the scenario of network coding; the messages or packets will be arriving from various sensor nodes asynchronously. All these packets belonging to different generations are stored in the buffer. After the required threshold of the buffer is reached, random mixing or combination is carried out and are passed onto the next nodes. The method of intermediate recoding at the nodes consumes most of the battery power of the sensor nodes and this process is carried out at each node between source to destination. The existing approach only works for local eavesdropper; however a global eavesdropper can still deduce the location of packet. The system works better only when multiple sensors generate data at the same time. If only one sensor node is generating the data then the buffer’s maximum threshold condition cannot be met and dummy messages have to be included in this case. This may lead to serious performance degradation of the system as the energy reserve of sensor nodes is compromise in order to provide the security. Delay in packet transmission is observed when the dummy messages are included to meet the maximum threshold of the buffer.

To overcome these weaknesses we avoid the process of intermediate recoding in the sensor nodes and focus on strong end-to-end encryption using network coding. To maintain the energy reserve of the sensor nodes we select random number of nodes to act as source nodes using the approach of source imitation and also calculate the optimal path for transmission of packets.

III. Proposed System

We propose three algorithms to increase the security and reduce the energy consumption of the sensor nodes’ battery, (1) Finding the coverage set of sensors that can transmit at same time using Source Simulation method; (2) We propose an algorithm to compute the shortest path between source and destination and (3) We follow the principle of network coding on the messages that will traverse the network. The architectural design for the proposed system is shown in the figure 3 below:

![System architecture](image)

Fig 3: - System architecture of the Privacy Protection against Global Eavesdropper using Network Coding

Viewer is the front end of the system. User configures the system as well as the view to observe the output results using the viewer. User will configure the number of nodes to be present in simulation and the data sending time for the nodes. Using the wireless channel medium nodes communicate with each other and as well as with the sinks. Attacker will listen for all messages on wireless channel and try to identify the source location of packet. Sink use the coverage set finder to identify the set of nodes belonging in one set and using algorithm we propose the optimal path from node to the sink is calculated. Network coding mechanism is implemented in all the nodes present in the network so that privacy of each packet traversing the network is achieved. After sink receives the packet from the nodes, it uses network decoding/source decoding method to obtain the real message.

IV. Implementation

This part mainly concentrates on overcoming the shortcomings in the existing system. In order to overcome those constraints we implement three important algorithms to achieve privacy and energy efficiency and those are i) Coverage set finder algorithm, ii)Shortest path computation and iii) Network coding algorithm

i) Coverage set finder algorithm

The coverage set finder algorithm uses the method of source imitation to reduce the energy consumption in the wireless sensor networks. Figure 4 depicts the source imitation approach i.e. selection of the potential sources in the network.
To reduce the energy consumption in WSNs we prefer to reduce the total number of potential sources in the network [7]. We create multiple candidate traces in the WSN in order to conceal the traffic generated by the real sources. The application in the system determines the number of candidate traces to be generated. In source imitation method, set of fake sources are created in the network field. As shown in figure 3, many sensor nodes are deployed in the field where RS is Real Source and FS is Fake Source. When an event is reported at RS1, the fake sources present in the network generates traffic pattern similar to that of the real source to confuse the attacker. Source imitation works as follows: Before deploying the sensor, we arbitrarily select a set of N sensor nodes and preload each of the randomly selected nodes with a token, each having unique ID. To analyze the behavior of the real source, these tokens are circulated among different sensor nodes. For simplicity, we describe the node having the token as token node. Initially we summarize the behavior of real objects so that we can create candidate traces. After the deployment, every node which is having token will release a signal imitating the signal used by real objects for event detection. This will activate event detection in its local area and generate traffic as if a real event was detected. The circulation of token between different nodes is protected by the secret key exchanged between them.

Confidentiality
The person who is defending the network the WSN has better knowledge about the topology than the attacker. Therefore, the defender builds a model or profile for the behavior of real objects that are used to create candidate traces in network with probability P, the candidate traces created by the defender will always be considered as valid candidate trace. Let |Ro| be the number of real objects in the network. RT determines the set of candidate locations which includes an average of |Ro| + N*P node IDs. Therefore, the privacy provided by the source imitation approach can be estimated by

\[ b = \log_2 \frac{|Ro| + N*P}{|Ro|} \]  
\[ b = \log_2 \left( 1 + \frac{|L| * P}{|Ro|} \right) \]

where b is level of privacy in terms of bits, L is the number of fake sinks that are created.

Total Energy Consumption
We assume that a sensor node present will forward the packet or data whenever the channel is free. Hence Δ is negligible and real packets need not wait in the buffer and there is no need to add multiple fake packets to meet the buffer threshold. Considering Ae be the average number of packets to send an event from source to destination node and we get the formula W_T = Ae * (|N| + |Ro|) * T / α * Δ. This shows that the average communication overhead is increased by a factor of |N| + |Ro| / |Ro| to protect location privacy.

ii) Algorithm to calculate Shortest Path
Input: Source node
Output: Shortest path from source node to base station
ConstructPathToSink()

```java
{ 
  Stack st = new Stack()
  String nodeid = "2"
  push(nodeid);
  pathtosink[2] = "2"
  while (st.empty() == false) {
    String cur = (String) st.pop()
    int n = Integer.parseInt(cur);
    for (int i = 0; i < noofNodes; i++) {
      if (neighbourmat[i][n] != inf) {
        if (nodes[i].nextnodetosink == -1 && pathtosink[i] == null) {
          nodes[i].nextnodetosink = n
          nodes[i].counttosink = nodes[n].counttosink + 1
          pathtosink[i] = i + "," + pathtosink[n]
          push(Integer.toString(i))
        } else {
          int hop = nodes[n].counttosink + 1
          if (nodes[i].counttosink > hop) {
            nodes[i].counttosink = hop;
            nodes[i].nextnodetosink = n;
          }
        }
      }
    }
  }
}```
iii) Network coding method
The network coding approach on packets mainly consists of three phases: source coding, intermediate recoding and sink decoding. In intermediate recoding stage, every sensor node present between source and destination performs transformation of each packet that is received and the node will not forward the packet until the buffer is full. Hence we skip the stage of intermediate recoding to maintain the energy reserve of the sensor nodes. Each sink is assumed to be having two keys, the encryption key \( e_{key} \) and decryption key from an trusted authority and encryption key \( e_{key} \) is public key and is distribute among other nodes. We mainly concentrate on two stages in network coding and those are source encoding and sink decoding.

Source encoding
Considering that a source has \( m \) messages say \( x_1, \ldots , x_m \) to be forwarded. Initially the source prefixes \( m \) unit vectors to \( m \) messages respectively as shown in the figure 5.

![Figure 5: Source encoding operation](image)

After prefixing the tag, the source performs linear encoding on these messages and they are network coded using encoding vector. To increase the confidentiality for the messages the Homomorphic Encryption is applied as follows:

\[
C(i)(e) = E_{e_{key}} (g_i(e)), \quad (1 \leq i \leq h) \quad (3)
\]

\[
C(e) = [C(1)(e), C(2)(e), \ldots , C(m)(e)] \quad (4)
\]

Where \( e_{key} \) is the encryption key.

Sink Decoding
When sink receives the packet, it first decrypts the packet tag using the subsequent decryption key \( d_{key} \).

\[
G_i(e) = D_{d_{key}} (C_i(e)), \quad (1 \leq i \leq h) \quad (5)
\]

\[
G(e) = [G(1)(e), G(2)(e), \ldots , G(h)(e)] \quad (6)
\]

Once sufficient numbers of packets are received, a sink decodes the packets to obtain the original messages. Then, the sink obtains the decoding vector, which is the inverse of the Encoding Matrix as shown in the following equations.

\[
G^{-1} * G = U \quad (7)
\]

\[
G = [G(e_1), G(e_2), \ldots , G(e_h)]^T \quad (8)
\]

To end with, the sink can use the inverse to recover the original data, shown as follows

\[
\begin{bmatrix}
    x_1 \\
    \vdots \\
    \vdots \\
    x_m
\end{bmatrix}
= G^{-1}
\begin{bmatrix}
    y(e_{1}) \\
    \vdots \\
    \vdots \\
    y(e_{h})
\end{bmatrix} \quad (9)
\]

V. Simulation Results
The simulation of the proposed scheme is carried out in the JProwler simulator. The proposed method can provide privacy preservation by restricting traffic analysis such as size correspondence, time correspondence and message content correspondence. Size correspondence can be avoided by trimming the messages to be of same length. Time correspondence attacks cannot be carried in the proposed scheme because of the absence of buffer in the network. Message content correspondence is avoided with the help of Homomorphic Encryption on Encoding Vectors. The first
step towards implementation is to create the required number of sensor nodes in the network area. Then we simulate the behaviour of sensor nodes with respect to source imitation and network coding.

Figure 6: Nodes in the network area with base station as 2 and 42 as source node
The source node is chosen as 42 and base station is fixed at node 2 as shown in figure 6. The source simulation approach is used in this case and original packets is sent from node 42 to base station 2, whereas the other nodes present in the candidate trace will generate fake packets to confuse the adversary. The packets traversing between the nodes are network coded to preserve the confidentiality of the messages. The communication overhead is calculated for source imitation scheme is decided by the number of fake sources created in the network. Thus, we focus of our simulation is on how much cost is paid in order to achieve location privacy. During the simulation process, we assume that only one event is generated in the network. Multiple fake events are created and simulated in the network. The position of the event in the network is randomly selected. We assume that sensor network is handling real-time applications and nodes will forward packets as soon as they receive them. Thus we set the time interval for source imitation as $\Delta = T/10$ and for periodic collection [7] is $\Delta = T$. Thus source imitation approach will forward packets ten times faster than the periodic collection method. Figure 7 shows the communication overhead involved in our source imitation method to achieve the location privacy. We can observe that communication cost increases as the requirement for location privacy increases.

Figure 7: Graph to depict Communication Overhead

VI. CONCLUSIONS AND FUTURE WORK
In this paper, we have proposed an efficient source imitation approach with the combination of network coding for preserving the location privacy in sensor networks. With the use of Homomorphic Encryption on Encoding Vectors, the proposed idea offers protection against traffic analysis attacks and also preserves the confidentiality of the messages. Because of the shortest path calculation, the data travels faster between sensor nodes and no computation is carried out in the intermediate nodes maintaining the energy reserve of the sensor nodes. The simulation evaluation demonstrates that the communication cost is increased with requirement of location privacy and becomes stable after reaching certain number of bits. In our future work we can further increase the location privacy by sink imitation approach to protect the location of destination node.
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